Do you know who is using your Social Security number?

Cosponsor H.R. 5409, the Social Security Fraudulent Use Notification Act
 

 

Dear Colleague:

Addressing the serious crime of identity theft has become an increasingly important goal of Congress over the past few years.  Like you, I’ve heard countless stories from constituents having to deal with credit agencies, banks, government agencies and others after having their personal information used for criminal purposes.  Identity theft costs our nation financially and leads to unimaginable hours of lost productivity.

Given the potentially severe consequences of identity theft, Americans have become extremely protective of their sensitive personal information.  Further, citizens are much quicker to take protective measures should they have reason to believe their social security number or other personal information has fallen into the wrong hands.  

Unfortunately, the Social Security Administration does not recognize the significance of protecting sensitive data, particularly our social security numbers.  Every year, the Social Security Administration receives tax returns from multiple filers using identical, valid social security numbers!  As troubling as it is that the Social Security Administration is willing to overlook the fact that fraudulently-obtained numbers are commonly used for wage records, they are not required to notify the person whose number is being used!

If we expect private interests to notify us if our social security number may have been compromised, shouldn’t the Social Security Administration be held to the same standard?

I have introduced a bill – H.R. 5409, the Social Security Number Fraudulent Use Notification Act - which will require the Commissioner of the Social Security Administration to promptly notify individuals whose numbers have been used illegally.  

If you would like to cosponsor H.R. 5409, please contact Jordan Moon at x5-1976 or Jordan.Moon@mail.house.gov 
 

Sincerely,

 
Sue Myrick

Member of Congress

